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The goal for the imminent massive cyber attack:

 The Digital ID
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By Aurelsson

I am sure you are quite aware that the world had been experiencing many cyber
attacks in various countries around the world. There are various lists1 that show2

you the thousands of cyber attacks that have plagued many industries for the
past years. There is also a top ten of major cyber attacks3 for 2023 that have
caused quite a lot of problems.

About a year ago, the World Economic Forum has also come out4 that there will
be a ‘catastrophic’ cyber attack ‘likely within two years’. So that would be this
year  in  2024.  Many  key  industries  like  healthcare,  banking,  transportation,
aviation,  electricity  services,  food  industries  and  many  others  seem  to  be
targeted. That is also what the WEF is warning against. And that is exactly what
the controllers of this world will do: target and shut down those industries. The
ultimate digital false flag of the 21st century.

In the mainstream media you will  get the usual  suspects that are behind the
attacks like  cyber  groups  in China,  Russia,  North  Korea and Iran.  The  usual
rogues states in the eyes of the West. Even ZeroHedge came out with another
propaganda piece5 on this subject. 

It  is  very important to realize  that whatever you are told in  the mainstream
media is bullshit. The real organizations which are behind the attacks are the
intelligence agencies, which work together globally. The WEF, governments and
think tanks is just the mouthpieces for the intelligence agencies.
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The cyber attacks that we have gotten over the last decade were there to get the
people  accustomed  to  these  attacks.  To  get  people  used  to  the  attacks.  To
normalize  it.  To make it acceptable. And if  it does not affect you much,  who
would care? Usually these attacks are swiftly resolved within a few days.

But what if the world would be hit with a massive cyber attack in the future? An
attack that will affect billions of people around the world for a prolonged time?
No more banking,  no health  services,  no  electricity,  no internet,  no  food,  no
transport. It would be a disaster. People would cry out. People would demand a
solution. People would cry to government to end the misery. 

And that is exactly where the controllers want us. In a state of begging for a
solution, after which they would present the solution. 

Because after such a massive cyber attack, for which it would be unknown where
it would come from initially, governments would quickly move to a ‘zero trust’
world. Nobody can be trusted, because we don´t know who is behind the attacks.
A  zero trust world.  Governments  would point  the finger  at  you and say  we
cannot  trust  you.  You will  have to  prove  to the  authorities  that you can be
trusted.

But how to gain that trust? Simple: You have to identify yourself. For everything.
All the time. For anything you want to do, like paying for something, taking a
flight, getting healthcare, anything. With your face. Scanning it for everything.
Even to access any website on the internet. Or to pay for anything. Everything
will be a contract that you have to sign with your digital ID. 

You see, this was never about your safety. This solution was never to stop the
cyber attacks. It wasn't about catching the bad guys. No, it was always about
getting more control over anything you do. So who are behind the attacks? 

They  are.  The  controllers.  Always  have  been.  They  are  preparing  us  at  this
moment, but there will be a point in the future when this massive thing hits and
you will have to make a choice: Are you in the system, with its social credit score,
CBDC’s and Digital ID or are you out of the system and are living an alternative
way of life? Are you a slave in the system or a living being living with dignity
outside of the system? 

The choice is yours and the clock is ticking... 
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